**АНКЕТА 1 СБОРА ИСХОДНЫХ ДАННЫХ ДЛЯ ПРОВЕДЕНИЯ РАБОТ ПО**

**ЗАЩИТЕ КРИТИЧЕСКОЙ ИНФОРМАЦИОННОЙ ИНФРАСТРУКТУРЫ**

Нормативно-правовые акты:

* Федеральный закон от 26.07.2017 N 187-ФЗ "О безопасности критической информационной инфраструктуры Российской Федерации" (далее – 187-ФЗ)
* Постановления Правительства РФ от 8 февраля 2018 г. № 127 «Об утверждении Правил категорирования объектов критической информационной инфраструктуры Российской Федерации, а также перечня показателей критериев значимости объектов критической информационной инфраструктуры Российской Федерации и их значений» (далее - ПП N 127)

Определения:

* ***Критическая информационная инфраструктура*** *(далее - КИИ)* ***-*** объекты критической информационной инфраструктуры, а также сети электросвязи, используемые для организации взаимодействия таких объектов.
* ***Объекты критической информационной инфраструктуры*** *(далее - объекты КИИ)* - информационные системы (ИС), информационно-телекоммуникационные сети (ИТКС), автоматизированные системы управления (АСУ) субъектов критической информационной инфраструктуры.
* ***Субъекты критической информационной инфраструктуры*** *(далее - субъект КИИ)* - организация, которой на праве собственности, аренды или на ином законном основании принадлежат объекты КИИ функционирующие в сфере здравоохранения (по определению 187-ФЗ).
* ***Права собственности*** - права владения, пользования и(или) распоряжения (по ст.209 ГК и позиции надзорных органов).
* ***Медицинская информационная система*** *(МИС)* - медицинские информационные системы медицинских организаций, предназначенная для сбора, хранения, обработки и предоставления информации, касающейся деятельности медицинской организации и предоставляемых её услуг, участвующих в информационном взаимодействии с иными информационными системами в сфере здравоохранения. (примеры таких систем: ИС «Региональная медицинская информационная система», ИС «Локальная медицинская информационная система»).

*ПОЖАЛУЙСТА, ПРЕДОСТАВЛЯЙТЕ ПОЛНУЮ И ОБЪЕКТИВНУЮ ИНФОРМАЦИЮ, ОТ ЭТОГО ЗАВИСИТ КАЧЕСТВО ОКАЗЫВАЕМЫХ УСЛУГ*

К ДАННОЙ АНКЕТЕ НЕОБХОДИМО ПРИЛОЖИТЬ СЛЕДУЮЩИЕ ДОКУМЕНТЫ:

1. Устав учреждения;
2. Лицензию на осуществление медицинской деятельности;
3. Лицензии на осуществление прочих видов деятельности.
4. Паспорт (реквизиты) организации.
5. Перечень информационных систем персональных данных (при наличии).
6. Схема компьютерной сети (при наличии).

Таблица 1.1

|  |
| --- |
| **Общие сведения и контактное лицо** |
|  | Основное контактное лицо со стороны Заказчика | Должность:ФИО:Телефон:E-mail: |
|  | Наименование Организации сферы здравоохранения (полное) |  |
|  | Краткое наименование Организации |  |
|  | Юридический адрес  |  |
|  | Фактический адрес  |  |
|  | Количество зданий по основному адресу |  |
|  | Адреса обособленных подразделений, филиалов, представительств |  |
|  | Телефон, факс |  |
|  | Интернет-сайт (при наличии) |  |
|  | E-mail (при наличии) |  |
|  | Руководитель | Должность:ФИО:Телефон:E-mail: |
|  | Лицо ответственное за защиту информации (при наличии) | Должность:ФИО:Телефон:E-mail: |
|  | Введенные организационные меры защиты информации в Организации сферы здравоохранения (установление контролируемой зоны, контроль физического доступа на территорию, разработка документов (регламентов, инструкций, руководств) по обеспечению безопасности информации) |  |
|  | Организация сферы здравоохранения применяет нулевую ставку по налогу на прибыль и (или) оказывает медицинские услуги, освобождаемые от налогообложения? |  |
|  | По Вашему мнению, произойдет ли ущерб жизни и здоровью людей (даже 1 человека) отключение (неработоспособность) основной медицинской информационной системы в Организации? (примеры таких систем: ИС «Региональная медицинская информационная система», ИС «Локальная медицинская информационная система») | *Возможные варианты ответа:**Да, МИС напрямую влияет на жизни и здоровье пациентов.**Нет, МИС не влияет на жизни и здоровье пациентов, т.к. вся необходимая информация для лечения изначально записывается на бумажные носители (медицинская карта, бланки). Отключение МИС никак не повлияет на процессы оказания медицинской помощи и услуг.* |

**Создание комиссии по категорированию объектов критической информационной инфраструктуры**

Согласно п.11 ПП N 127:

11. Для проведения категорирования решением руководителя субъекта критической информационной инфраструктуры создается комиссия по категорированию, в состав которой включаются:

а) руководитель субъекта критической информационной инфраструктуры или уполномоченное им лицо;

б) работники субъекта критической информационной инфраструктуры, являющиеся специалистами в области выполняемых функций или осуществляемых видов деятельности, и в области информационных технологий и связи, а также специалисты по эксплуатации основного технологического оборудования, технологической (промышленной) безопасности, контролю за опасными веществами и материалами, учету опасных веществ и материалов;

в) работники субъекта критической информационной инфраструктуры, на которых возложены функции обеспечения безопасности (информационной безопасности) объектов критической информационной инфраструктуры;

г) работники подразделения по защите государственной тайны субъекта критической информационной инфраструктуры (в случае, если объект критической информационной инфраструктуры обрабатывает информацию, составляющую государственную тайну);

д) работники структурного подразделения по гражданской обороне и защите от чрезвычайных ситуаций или работники, уполномоченные на решение задач в области гражданской обороны и защиты от чрезвычайных ситуаций.

Цель: сформировать постоянно действующую комиссию по категорированию.

Таблица 1.2

|  |  |  |  |
| --- | --- | --- | --- |
| **№ п/п** | **Члены комиссии по категорированию** | **Должность полностью** | **ФИО полностью** |
|  | Руководитель субъекта КИИ или уполномоченное им лицо (пример: главный врач) |  |  |
| 1.
 | Работники субъекта КИИ, являющиеся специалистами в области выполняемых функций или осуществляемых видов деятельности (пример: заместитель главного врача, руководитель отделения) |  |  |
|  | Специалисты в области информационных технологий и связи (пример: программист; системный администратор) |  |  |
|  | Работники субъекта КИИ, на которых возложены функции обеспечения безопасности (информационной безопасности) объектов КИИ  |  |  |
|  | Работники структурного подразделения по ГОиЧС или работники, уполномоченные на решение задач в области ГОиЧС  |  |  |
|  | Работники финансово-экономического подразделения (пример: главный бухгалтер) |  |  |
|  | Работники иных подразделений (по желанию) |  |  |