**АНКЕТА 4 СОГЛАСОВАНИЯ КРИТИЧЕСКИХ ПРОЦЕССОВ И ОБЪЕКТОВ КРИТИЧЕСКОЙ ИНФОРМАЦИОННОЙ ИНФРАСТРУКТУРЫ, ПОДЛЕЖАЩИХ КАТЕГОРИРОВАНИЮ**

Нормативно-правовые акты:

* Федеральный закон от 26.07.2017 N 187-ФЗ "О безопасности критической информационной инфраструктуры Российской Федерации" (далее – 187-ФЗ)
* Постановления Правительства РФ от 8 февраля 2018 г. № 127 «Об утверждении Правил категорирования объектов критической информационной инфраструктуры Российской Федерации, а также перечня показателей критериев значимости объектов критической информационной инфраструктуры Российской Федерации и их значений» (далее - ПП N 127)

Определения:

* ***Объекты критической информационной инфраструктуры*** - информационные системы, информационно-телекоммуникационные сети, автоматизированные системы управления субъектов критической информационной инфраструктуры;
* ***Критические процессы*** - управленческие, технологические, производственные, финансово-экономические и (или) иные процессы в рамках выполнения функций (полномочий) или осуществления видов деятельности субъектов критической информационной инфраструктуры, нарушение и (или) прекращение которых может привести к негативным социальным, политическим, экономическим, экологическим последствиям, последствиям для обеспечения обороны страны, безопасности государства и правопорядка.

Пример негативного социального последствия – нанесение ущерба жизни или здоровью 1 человека.

Согласно п.5 ПП N 127 необходима выполнить следующие шаги:

б) выявление управленческих, технологических, производственных, финансово-экономических и (или) иных процессов в рамках выполнения функций (полномочий) или осуществления видов деятельности субъектов критической информационной инфраструктуры, нарушение и (или) прекращение которых может привести к негативным социальным, политическим, экономическим, экологическим последствиям, последствиям для обеспечения обороны страны, безопасности государства и правопорядка (далее - критические процессы);

в) определение объектов критической информационной инфраструктуры, которые обрабатывают информацию, необходимую для обеспечения критических процессов, и (или) осуществляют управление, контроль или мониторинг критических процессов;

Цель:

1. определить все критические процессы Заказчика
2. определить объекты КИИ, обслуживающие критические процессы.

*ПРОСИМ СОГЛАСОВАТЬ ПОЛУЧЕННЫЙ ПЕРЕЧЕНЬ КРИТИЧЕСКИХ ПРОЦЕССОВ*

Таблица 4.1.

| ***№*** | ***Наименование критического процесса\**** | ***Наименование объекта критической информационной инфраструктуры, обслуживающий критический процесс*** |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

\* - Критические процессы получены после определения перечня всех процессов, реализуемых в рамках осуществления видов деятельности, функций, полномочий Заказчика согласно предоставленным Заказчиком сведений по Таблице 6 Анкеты № 1 («Анкета сбора исходных данных для проведения работ по защите критической информационной инфраструктуры»)

*ПОЖАЛУЙСТА, ПРЕДОСТАВЛЯЙТЕ ПОЛНУЮ И ОБЪЕКТИВНУЮ ИНФОРМАЦИЮ, ОТ ЭТОГО ЗАВИСИТ КАЧЕСТВО ОКАЗЫВАЕМЫХ УСЛУГ*